Why we shouldn’t give up on
diversity on the Web, just yet...

TEDxDresden, 11.09.2016
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1: Central service providers
2: Global access over the Internet
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Perfect observability!
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« Authorize actively!
(Privacy controls)

« Communicate confidential
(Encrypt your traffic) EAHTTPS:/

EVERYWHERE




 Authorize actively!
(Privacy Controls)

« Communicate confidential
(Encrypt your traffic)

« Put your eggs into several
baskets (Decentralization)




Let's go , dark™!
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Friend-to-Friend:
* Freedom from observation
« Resilient to censorship and sabotage

https://freenetproject.org/
https://dud.inf.tu-dresden.de/



Let's not give up on diversity
(and privacy!) on the Web, just yet!
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