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- Learning goal: Effectively communicate your findings
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Outline

- Learning goal: Effectively communicate your findings

- In the following:

1. Typical outline of scientific papers
2. Scientific writing style
3. Dealing with writer’s block
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Paper Structure

- Abstract

- Introduction
- Related Work
- Background
- Main part e

- Conclusion & Future Work
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- Two-column or single
column layout
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Abstract

What is the problem you are
addressing?

Why is it an important problem?

What is your approach?

Which evidence do you have?
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addressing?
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What is your approach?

Which evidence do you have?
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Kamvar et al. “The Eigentrust Algorithm for
Reputation Management in P2P
Networks”, WWW 2003:

ABSTRACT

Peer-to-peer file-sharing networks are currently receiving much at-
tention as a means of sharing and distributing information. How-
ever, as recent experience shows, the anonymous, open nature of
these networks offers an almost ideal environment for the spread of
self-replicating inauthentic files.

‘We describe an algorithm to decrease the number of downloads
of inauthentic files in a peer-to-peer file-sharing network that as-
signs each peer a unique global trust value, based on the peer’s
history of uploads. We present a distributed and secure method to
compute global trust values, based on Power iteration. By having
peers use these global trust values to choose the peers from whom
they download, the network effectively identifies malicious peers
and isolates them from the network.

In simulations, this reputation system, called EigenTrust, has
been shown to significantly decrease the number of inauthentic files
on the network, even under a variety of conditions where malicious
peers cooperate in an attempt to deliberately subvert the system.



Introduction

What is the more general problem you are addressing?

Which part of the problem do you address?

Why is it an important part?

(If existing:) Why are existing solutions insufficient?

What is your approach?

Which evidence do you have to proof its superiority?
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Further sections

- Background

- Contains necessary information for main part

- Related Work

- Shortly explain existing works addressing your problem
- Outline gap that existing works leave open

- Conclusion & Future Work

- Briefly summarize your contributions and results
- Outline open questions and problems
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Writing style

- Start with notes for yourself, then
incrementally adapt the text for your
audience

- What is your audience?

- Necessary background knowledge
- Expected volume of information
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Writing style

Guiding questions for outline of main part:
- What messages / insights do | want the reader to learn?
- What makes each insight plausible?
- How do all the insights fit into the bigger picture?

- For background: which prior knowledge is needed for my audience to understand
the insights?
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Writing style

- Each paragraph corresponds to one
message / insight

- Allows reader to take breaks

- Use figures for illustration

Scientific Writing in Computer Science
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Writing style

Each paragraph corresponds to one
message / insight

Allows reader to take breaks

Use figures for illustration
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Writing style

Each paragraph corresponds to one
message / insight

Allows reader to take breaks

Use figures for illustration
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Writing style

- Each paragraph corresponds to one
message / insight

- Allows reader to take breaks

- Use figures for illustration

Guiding principles from Dreyer:

- Flow: It should be clear how each
sentence and paragraph relates to the
adjacent ones.

- Coherence: It should be clear how each
sentence and paragraph relates to the
big picture.
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Writing style

Each paragraph corresponds to one
message / insight

Allows reader to take breaks

Use figures for illustration

Guiding principles from Dreyer:

- Flow: It should be clear how each
sentence and paragraph relates to the
adjacent ones.

- Coherence: It should be clear how each
sentence and paragraph relates to the
big picture.
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One of the first approaches to obtain a snapshot of the
Internet was by means of sending IP packets with varying
initial values in their Time-To-Live (TTL) field [9],

. Whenever the TTL of an IP packet reaches zero during
transit, many Internet routers send a notification towards
the sender of the message. As the notification contains the
IP address of the reporting router, paths between different
endpoints can be recovered by sending packets with increasing
mma] TTL values between them while recording the recelved

messages. Since s f-thy
routing algorithms for F2F overlays do not employ a noti-
fication mechanism for dropped packets, the aforementioned
approach is not applicable.

Works from the area of network tomography infer the
topology between multiple nodes based on end-to-end probe

k characteristics, such as message loss
If there is a high correlation
v when probes are sent by the same
node n, then it is a«umed that the path from n to u overlaps
with the path from »n to v and thus, there must be a common
node w on both of the paths.

However, tomography can detect if paths are likely to
overlap but cannot reveal the number of overlapping nodes
or the actual length of the paths. Thus, the inferred topology
may contain fewer nodes than there actually are. To overcome
this limitati network have been
extended to leverage notification me: or packets with
a limited hop number [I8]. As mentioned before, approaches
based on notification about dropped messages are not applica-
ble to current F2F overlays and since greedy embeddings do
not suffer from routing loops, limiting the maximum number
of hops is unnecessary.




@ DRES

Writing style

For more examples:
Derek Dreyer - How to Write Papers So People Can Read Them
https://www.youtube.com/watch?v=L_6xoMjFr70

Analytical Writing
https://www.youtube.com/watch?v=1KavD1BTN1A
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Writing style

Focus on clarity when writing

Avoid too much jargon

Use active instead of passive voice

Do not making strong statements without evidence

When using figures, refer to them in the text

Use a spell checker
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Writing style

Lessons by Baltimore Writing Center, University of Maryland:

Clear and Effective Prose
https://www.youtube.com/watch?v=5ccqwEHeTgo

Active versus passive voice
https://www.youtube.com/watch?v=ksioYG5EUXM
Jargon & "Jargonitis"
https://www.youtube.com/watch?v=Uygqgma-AwKI

Using “real” verbs
https://www.youtube.com/watch?v=qz]jZiRCWO6w
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Citation

- Grammatical correctness should not depend on presence of citation

- Wrong: "The reputation system in [9] can significantly decrease the number of
inauthentic files.”

- Better: "The reputation system proposed by Kamvar et al. [9] can significantly
decrease the number of inauthentic files.”

- Better: "Reputation systems can significantly decrease the number of
inauthentic files [9].”
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@ DRES

Citation

- Try to avoid placement of citations at ambiguous places’

- Wrong: The original algorithm has asymptotic cost O(n?) but low memory
usage, so it is not entirely superseded by Ahlberg's approach, which although of
cost O(nlogn) requires a large in-memory array [1,2].

- Better: The original algorithm has asymptotic cost O(n?) but low memory
usage [1], so it is not entirely superseded by Ahlberg's approach [2], which
although of cost O(nlogn) requires a large in-memory array.

! Example taken from Zobel, Justin. Writing for computer science. 3rd ed., Springer, 2014.
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Citation & Plagiarism

- Evenif you find an explanation or introduction to be very well-written, do not
copying text passages from other works

— Violates good scientific practice
— Is at least an attempted deception, if not even illegal
— Raises suspicion that you did not actually think for yourself

- Further reading:
www.ou.edu/content/dam/integrity/docs/nine_things_you_should_know.pdf
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Writer's block

- See writing as work like any other
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Writer's block

- See writing as work like any other

- Dealing with temporary lack of
motivation:

TECHNISCHE
UNIVERSITAT
DRESDEN

Plan your writing and set goals
Communicate your goals to others
Set specific times to write
Establish rituals to get you into
writing mode

Start to write freely and
incrementally improve your text

Scientific Writing in Computer Science
Martin Byrenheid & Paul Walther




@ DRES

Summary

- Typical outline of scientific papers
- Abstract, Introduction, Background,..
- Writing style

- Adapt writing to your audience
- Focus on clarity and ease of understanding

- Writer's block

- Writing is hard work like any other
- Develop methods to deal with lack of motivation
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